**Informace o zpracování osobních údajů prostřednictvím kamerového systému**

Zdravotní pojišťovna Ministerstva vnitra ČR v souvislosti s nařízením Evropského parlamentu a Rady (EU) 2016/679, o ochraně fyzických osob v souvislosti se zpracováním osobních údajů a o volném pohybu těchto údajů a o zrušení směrnice 95/46/ES (obecné nařízení o ochraně osobních údajů), (dále jen „GDPR“) tímto jako správce osobních údajů poskytuje široké veřejnosti obecnou informaci o tom, jakým způsobem zpracovává osobní údaje při využívání kamerového systému.

Pro úplnost správce uvádí, že ačkoli se na budovách, ve kterých se nacházejí prostory ZP MV ČR, vyskytují kamerové systémy, ZP MV ČR není správcem všech kamerových systémů. Správce provozuje kamerové systémy pouze na těchto pobočkách a klientských centrech:

1. ústředí Praha – prostory pod správou správce,
2. České Budějovice,
3. Ústí nad Labem,
4. Hradec Králové,
5. Olomouc,
6. Brno,
7. Ostrava.

Správce zpracovává osobní údaje prostřednictvím kamerového systému na základě svého oprávněného zájmu, tedy na základě čl. 6 odst. 1 písm. f) GDPR, přičemž k tomuto zpracování dochází pouze u těch kamerových systémů, které jsou v majetku a jsou provozovány správcem.

1) Kdo je správcem Vašich osobních údajů?

Správcem osobních údajů je Zdravotní pojišťovna ministerstva vnitra České republiky se sídlem Vinohradská 2577/178, 130 00 Praha 3, IČO: 471 14 304 (dále jen „správce“). Správce zpracovává Vaše osobní údaje jak automatizovaně ve svých systémech, tak i neautomatizovaným způsobem, avšak nedochází při tom k profilování ani automatizovanému rozhodování.

2) Jak můžete správce kontaktovat?

Správce je možné kontaktovat v jeho klientských centrech, jejichž seznam je uveden na webové stránce <https://www.zpmvcr.cz/pracoviste>. Správce je možné kontaktovat rovněž prostřednictvím provozovatele poštovních služeb na výše uvedené adrese nebo též prostřednictvím elektronické pošty na gdpr@zpmvcr.cz či prostřednictvím datové schránky ID: 9swaix3.

3) Má správce pověřence pro ochranu osobních údajů?

Ano, správce jmenoval pověřence pro ochranu osobních údajů a jeho kontaktní údaje jsou zveřejněny v [Informačním memorandu](https://www.zpmvcr.cz/o-nas/gdpr/zpracovani-osobnich-udaju-v-zp-211).

4) Proč správce zpracovává Vaše osobní údaje?

Správce zpracovává Vaše osobní údaje za účelem ochrany svého majetku před poškozením, zničením, ztrátou, odcizením nebo zneužitím, přičemž dosáhnout jiným takového zajištění není efektivně a hospodárně možné. Kamerový systém je rovněž instalován za účelem ochrany života a zdraví zaměstnanců správce a osob, které se v prostorách správce pohybují (především klienti ve veřejně přístupných částech).

5) Jaké osobní údaje správce zpracovává?

Osobní údaje jsou zpracovány v rozsahu kamerového záběru, tj. dochází ke zpracování video záznamu o pohybu osob v okolí instalovaných kamer. Kamerový systém je instalován na vnějším plášti výše uvedených poboček správce a rovněž ve veřejně přístupných prostorech správce, ve kterých se nachází správcům majetek či v prostorách, ke kterým je omezený přístup (např. serverovna apod.).

6) Čí osobní údaje správce zpracovává?

Správce zpracovává osobní údaje každé fyzické osoby, která vstoupí do prostoru snímaného kamerovým systémem.

7) Jakým způsobem jsou osobní údaje pořizovány?

Osobní údaje jsou zpracovány v systémech správce výlučně automatizovaně.

8) Komu jsou osobní údaje dále předávány?

Kamerové záznamy jsou na vyžádání předávány orgánům činným v trestním řízení případně jsou předávány na základě žádosti obecní policii případně pak pojišťovnám (za účelem plnění pojistky).

9) Jak dlouho jsou osobní údaje zpracovávány?

Záznam pořízený kamerovým systémem je automaticky přepisován časovou smyčkou a při určení doby uložení správce postupuje v souladu s doporučením, které vydal EDPB ve svých pokynech 3/2019.

10) Odkud správce mé osobní údaje získal?

Prostřednictvím kamerového systému

11) Jaká mám jako subjekt údajů práva?

1. právo požadovat přístup k osobním údajům – každý subjekt údajů může u správce žádat přístup ke svým osobním údajům, a to v rozsahu a za podmínek stanovených čl. 15 GDPR;
2. právo na opravu – každý subjekt údajů má právo žádat u správce opravu svých osobních údajů, a to na základě čl. 16 GDPR;
3. právo na výmaz – subjekt údajů má právo žádat správce o výmaz svých osobních údajů, a to za podmínek uvedených v čl. 17 GDPR;
4. omezení zpracování – každý subjekt údajů má právo obrátit se na správce a za podmínek uvedených v čl. 18 GDPR žádat o omezení zpracování svých osobních údajů;
5. přenositelnost osobních údajů – subjekt údajů má právo získat od správce osobní údaje, které se ho týkají, a to v případě, že je zpracování založeno na souhlasu [čl. 6 odst. 1 písm. a) GDPR], nebo na smlouvě [čl. 6 odst. 1 písm. b) GDPR] a provádí se automatizovaně; toto právo se však neuplatní na zpracování osobních údajů nezbytných pro splnění úkolu prováděného ve veřejném zájmu nebo při výkonu veřejné moci, kterým je správce pověřen (k tomu viz čl. 20 GDPR);
6. námitka – pokud jsou osobní údaje subjektu údajů zpracovávány pro splnění úkolu ve veřejném zájmu nebo při výkonu veřejné moci [čl. 6 odst. 1 písm. e) GDPR] či pro účely oprávněných zájmů [čl. 6 odst. 1 písm. f) GDPR], má subjekt údajů právo vznést proti takovému zpracování v souladu s čl. 21 GDPR námitku; na tuto námitku rovněž navazují právo na výmaz [čl. 17 odst. 1 písm. c) GDPR] a omezení zpracování [čl. 18 odst. 1 písm. d) GDPR];
7. podání stížnosti – každý subjekt údajů má právo podat stížnost dozorovému orgánu; v České republice je dozorovým orgánem Úřad pro ochranu osobních údajů se sídlem Pplk. Sochora 27, 170 00 Praha 7, e-mail: posta@uoou.cz, ID datové schránky: qkbaa2n; dozorový orgán má povinnost informovat stěžovatele o pokroku v řešení stížnosti a o jeho výsledku (čl. 77 GDPR),
a to každé tři měsíce (čl. 78 odst. 2 GDPR), v opačném případě má subjekt údajů právo na účinnou soudní ochranu.